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I NTRODUCT! ON

The Transport Protocol Standard is one of a set of |Internationa
Standards produced to facilitate the interconnection of conputer
systems. The set of standards covers the services and protocols
required to achieve such interconnection

The Transport Protocol Standard is positioned with respect to
other related standards by the layers defined in the Reference

Model for Open Systens |nterconnection (1SO 7498). It is nost
closely related to, and lies within the field of application of
the Transport Service Standard (DP 8072). It also uses and makes

reference to the Network Service Standard (DP 8348), whose
provisions it assunmes in order to acconplish the transport
protocol’s aimns. The interelationship of these standards is
depicted in figure 1.

------------------------- TRANSPORT SERVI CE DEFI NI TI ON- - = === = == = - -

Transport | --- Reference to aing --------------
Pr ot ocol |
Specification | --- Reference to assunptions -------

------------------------- NETWORK SERVI CE DEFI NI TI ON- == <<= - =< = - - -

Rel ati onashi p between Transport Protocol and adjacent services
Figure 1 .

The International Standard specifies a common encoding and a
nunber of classes of transport protocol procedures to be used
with different network qualities of service.

It is intended that the Transport Protocol should be sinple but
general enough to cater for the total range of Network Service
qualities possible, without restricting future extensions.

The protocol is structured to give rise to classes of protoco
which are designed to minimze possible inconpatibilities and
i npl enent ati on costs.



The cl asses are selectable with respect to the Transport and
Net work Services in providing the required quality of service for
the interconnection of two session entities (note that each class
provides a different set of functions for enhancenent of service
qualities).

This protocol standard defines nmechanisns that can be wused to
optimze network tariffs and enhance the followi ng qualities of
service:

a) different throughput rates;

b) different error rates;

c) integrity of data requirenments;
d) reliability requirements

It does not require an inplenentation to use all of these
mechani snms, nor does it define nethods for neasuring achieved
quality of service or criteria for deciding when to release
transport connections following quality of service degradation

The primary aimof this International Standard is to provide a
set of rules for comunication expressed in terns of the
procedures to be carried out by peer entities at the tine of
commruni cat i on. These rules for comunication are intended to
provi de a sound basis for developnent in order to serve a variety
of purposes:

a) as a guide for inplenmentors and desi gners;
b) for use in the testing and procurenent of equipnent;

c) as part of an agreement for the adnmittance of systems into
t he open systens environnent;

d) as a refinenment of the understandi ng of COSl.

It is expected that the initial users of the Internationa
Standard w Il be designers and inplenmentors of equipnent and the
International Standard contains, in notes or in annexes, guidance
on the inplenentation of the procedures defined in the standard.



It should be noted that, as the nunber of valid protoco
sequences is very large, it is not possible wth current
technology to verify that an inplenentation wll operate the
protocol defined in this International Standard correctly under
all circunstances. It is possible by means of testing to
establish confidence that an inplenentation correctly operates
the protocol in a representative sanple of circunstances. It is,
however, intended that this International Standard can be used in
circunst ances where two inplenentations fail to communicate in
order to determ ne whether one or both have failed to operate the
protocol correctly.

This International Standard contains a section on confornmance of
equi pnent cl ai nmng to i mpl enent the procedures in this
International Standard. Attention is drawn to the fact that the
standard does not contain any tests to denonstrate this
conf or mance.

The variations and options available wthin this Internationa
Standard are essential to enable a Transport Service to be
provided for a wide variety of applications over a variety of

network qualities. Thus, a minimally conform ng inplenentation
will not be suitable for use in all possible circunstances. It
is inportant, therefore, to qualify all references to this

International Standard with statenents of the options provided or
required or with statenents of the intended purpose of provision
or use.

1 SCOPE AND FI ELD OF APPLI CATI ON
1.1 This International Standard specifies:

a) five classes of procedures:

1) dass 0. Sinple class;

2) Class 1. Basic error recovery class;

3) Cass 2. Miltiplexing class;

4) Cass 3. FError recovery and nultipl exing class;
5) Cass 4. Error detection and recovery cl ass,



for the connection oriented transfer of data and contro
information fromone transport entity to a peer transport
entity;

b) the nmeans of negotiating the class of procedures to be
used by the transport entities;

c) the structure and encoding of the transport protocol data
units used for the transfer of data and contro
i nformati on;

1.2 The procedures are defined in terms of:

a) the interactions between peer transport entities through
t he exchange of transport protocol data units;

b) the interactions between a transport entity and the
transport service wuser in the sane systemthrough the
exchange of transport service prinmtives;

c) the interactions between a transport entity and the
network service provider through the exchange of network
service primtives

These procedures are defined in the main text of the standard
suppl enented by state tables in annex A

1.3

These procedures are applicable to instances of comunication
between systens which support the Transport Layer of the OS
Ref erence Mbdel and which wish to interconnect in an open systens
envi ronnent .



1.4

Thi s I nt ernati onal St andard al so specifies conf or mance
requirenents for systens inplenenting these procedures. |t does
not contain tests which can be used to denobnstrate this
conf or mance.

2 REFERENCES

| SO 7498 Information processi ng syst ens - Open syst ens
i nterconnection - Basic Reference Mde

DP 8072 I nf ormati on processi ng systens - Open systens
i nterconnection - Transport service definition

DP 8348 I nformati on processi ng syst ens - Open syst ens
i nterconnection - Connection-oriented network service
definition.



SECTI ON ONE.  GENERAL

3 DEFI NI TI ONS

NOTE - The definitions contained in this clause nmake use of
abbrevi ati ons defined in cl ause 4.

3.1
This International Standard is based on the concepts devel oped in
the Reference Mdel for Open Systens |Interconnection (DS 7498)
and nakes use of the following terns defined in that standard:

a) concatenation and separation;

b) segnenting and reassenbling;

c) nultiplexing and demnul tipl exing;

d) splitting and reconbi ni ng;

e) flow control.

3.2

For the purpose of this International Standard, the follow ng
definitions apply:



3.2.1 equipnent:

Hardware or software or a conbination of both; it need not be
physically distinct within a conputer system

3.2.2 transport service user

An abstract representation of the totality of those entities
within a single systemthat make use of the transport service

3.2.3 network service provider:

An abstract nmachine that nodels the totality of the entities
providing the network service, as viewed by a transport entity.

3.2.4 local matter
A decision nade by a system concerning its behavior in the

Transport Layer that is not subject to the requirenments of this
pr ot ocol

3.2.5 initiator:

A transport entity that initiates a CR TPDU



3.2.6 responder:

A transport entity with whoman initiator wishes to establish a
transport connection

NOTE - Initiator and responder are defined wth respect to a

single transport connection. A transport entity can be both an
initiator and responder simnultaneously.

3.2.7 sending transport entity:

A transport entity that sends a given TPDU

3.2.8 receiving transport entity:

A transport entity that receives a given TPDU

3.2.9 preferred class:

The protocol class that the initiator indicates in a CR TPDU as
its first choice for use over the transport connection

3.2.10 alternative cl ass:

A protocol class that the initiator indicates in a CR TPDU as an
alternative choice for use over the transport connection



3.2.11 proposed cl ass:

A preferred class or an alternative class.

3.2.12 selected class:

The protocol class that the responder indicates in a CC TPDU t hat
it has chosen for use over the transport connection

3.2.13 proposed paraneter

The value for a parameter that the initiator indicates in a CR
TPDU that it wishes to use over the transport connection

3.2.14 selected paraneter:

The value for a paraneter that the responder indicates in a CC
TPDU that it has chosen for use over the transport connection

3.2.15 error indication:

An N-RESET indication, or an N D SCONNECT indication wth a
reason code indicating an error, that a transport entity receives
fromthe NS-provider



3.2.16 invalid TPDU

A TPDU that does not <conply wth the requirenents of this
International Standard for structure and encodi ng.

3.2.17 protocol error:

A TPDU whose use does not conply with the procedures for the
cl ass.

3.2.18 sequence nunber:

a) The nunber in the TPDU-NR field of a DI TPDU that
indicates the order in which the DT TPDU was transnitted
by a transport entity.

b) The nunber in the YR TU-NR field of an AK or RI TPDU t hat

i ndi cates the sequence nunber of the next DT TPDU expected
to be received by a transport entity.

3.2.19 transmt w ndow
The set of consecutive sequence nunbers which a transport entity

has been authorized by its peer entity to send at a given tine on
a given transport connection.

10



3.2.20 | ower w ndow edge:

The | owest sequence nunber in a transmt w ndow.

3.2.21 upper w ndow edge:

The sequence nunber which is one greater than the highest
sequence nunmber in the transnmt w ndow.

3.2.22 upper wi ndow edge allocated to the peer entity:

The value that a transport entity communicates to its peer entity
to be interpreted as its new upper w ndow edge.

3.2.23 cl osed w ndow.

A transnit wi ndow that contains no sequence nunber.

3.2.24 w ndow i nformation:

Information contained in a TPDU relating to the upper and the
| ower wi ndow edges.

11



3.2.25 frozen reference:

A reference that is not available for assignment to a connection
because of the requirenments of 6.18.

3.2.26 unassigned reference:

A reference that is neither currently in use for identifying a
transport connection or which is in a frozen state.

3.2.27 transparent (data):
TS-user data that is transferred intact between transport

entities and which is wunavailable for wuse by the transport
entities.

3.2.28 owner (of a network connection):

The transport entity that issued the N-CONNECT request leading to
the creation of that network connection

3.2.29 retained TPDU
A TPDU that 1is subject to the retransm ssion procedure or

retention until acknowl edgenent procedure and is available for
possi bl e retransm ssi on.

12



4 SYMBOLS AND ABBREVI ATI ONS

4.1 Data units

TPDU Transport protocol data unit
TSDU Transport service data unit
NSDU Net wor k service data unit

4.2 Types of transport protocol data units

CR TPDU Connection request TPDU
CC TPDU Connection confirm TPDU

DR TPDU Di sconnect request TPDU
DC TPDU Di sconnect confirm TPDU

DT TPDU Data TPDU

ED TPDU Expedi ted data TPDU

AK TPDU Dat a acknowl edge TPDU

EA TPDU Expedi t ed acknow edge TPDU
RJ TPDU Rej ect TPDU

ER TPDU Error TPDU

4.3 TPDU fields

LI Length indicator (field)

CDT Credit (field)

TSAP- 1 D Transport service access point
identifier (field)

DST- REF Destination reference (field)

SRC- REF Source reference (field)

ECT End of TSDU mar k

TPDU- NR DT TPDU nunber (field)

ED- TPDU- NR ED TPDU nunber (field)

YR- TU- NR Sequence numnber response (field)

YR- EDTU- NR ED TPDU nunber response (field)

13



4.4 Tinmes and associ ated vari abl es

T1 El apsed tine between retransm ssions
N The maxi mum nunber of transni ssions
L Bound on reference
I Inactivity tine
w W ndow tine
TTR Time to try reassi gnnent/resynchroni zati on
TR Time to wait for
reassi gnnent/ resynchroni zati on
TS1 Supervisory tinmer 1
TS2 Supervisory tine 2
MR NSDU lifetime |local-to-renote
MRL NSDU Iifetime renote-to-Iloca
ELR Expected maxi nrumtransit del ay
| ocal -to-renote
ERL Expected maxi numtransit del ay
renot e-to-1| ocal
R Persi stence tine
AL Local acknow edgenent tinme
AR Renot e acknow edgenent tinme

4.5 M scel |l aneous

TS- user Transport service user

TSAP Transport service access point
NS- pr ovi der Net wor k servi ce provider

NSAP Net wor k servi ce access point
Qs Quality of service
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5 OVERVI EW OF THE TRANSPORT PROTOCOL

NOTE - This overview is not exhaustive and has been provided for
gui dance to the reader of this International Standard.

5.1 Service provided by the transport |ayer

The protocol specified in this International Standard supports
the transport service defined in DP 8072.

Information is transferred to and from the TS-user in the
transport service primtives listed in table 1
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T- CONNECT request Cal | ed Address,

| | |
| i ndi cation | Cal l'i ng Address,
| | Expedi ted Data option,
| | Quality of Service,
| | TS User - Dat a. |
| 2o R R EEEEEREEE |
| T- CONNECT response | Respondi ng Addr ess,
| confirm | Quality of Service, |
| | Expedi ted Data option,
| | TS User - Dat a. |
|2 | o |
| T- DATA request | TS User - Dat a. |
| i ndi cation | |
-------------------------------- R SR EEEEEEEEE R
| T- EXPEDI TED DATA request | TS User - Dat a. |
| i ndi cation | |
-------------------------------- | o
| T- DI SCONNECT request | TS User - Dat a. |
R R REEEEEEEEEREEE R L R PEEEED |
| T- DI SCONNECT i ndi cation | Di sconnect reason, |
| | TS User - Dat a. |
o e e e e e e e e e e e e o | ---------------------------- +

Table 1. Transport service primtives

5.2 Service assuned fromthe network | ayer

The protocol specified in this International Standard assunes the
use of the network service defined in DP 8348.

Information is transferred to and from the NS-provider in the
network service primtives listed in table 2.
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| Primtives | X/'Y] Par anet er s | XYl z

| <o | = B

| N- CONNECT request | X | Called Address, | X

| indication | X | Calling Address, | X

| response | X | NS User-Data, | Z

| confirm | X | QOS paraneter set, | X

| | | Respondi ng address, | Z

| | | Receipt confirmation | Y

| | | selection. |

| oo T R R | ----- |

| N- DATA request | X | NS User-Data, | X

| indication | X | Confirmation request | Y
---------------------------- e Rl EEREE

| N- DATA ACKNOW.EDGE | | |

| request | Y| | |

| indication | Y| |
---------------------------- R T e Ty EEEEE

| N- EXPEDI TED DATA | | |

| request | Y| NS User-Data. | Y

| indication | Y| |

| <o R RO EEEEEEEEEEE |----- |

| N RESET request | X | Oiginator, | Z

| indication | X | Reason. | Z

| response | X | | |

| confirm | X | |
---------------------------- e S REREEEE Rt EEEEE

| N- DI SCONNECT request | X | NS User-Data. | Zz

| indication | X | Originator, | Z

| | | Reason. | Z

o mmm e e e e e e e e e e e e e e e e e e e e e e e e e e e e emao o +

Table 2. Network service primtives
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X - The Transport Protocol assumes that this facility is
provided in all networks.

Y - The Transport Protocol assunes that this facility is
provided in sonme networks and a nechanismis provided to
optionally use the facility.

Z - The Transport Protocol does not use this paraneter

NOTES:

1 - The paraneters listed in this table are those in the
current network service (first DP 8348).

2 - The way the paraneters are exchanged between the transport
entity and the NS-provider is a |ocal matter

5.3 Functions of the Transport Layer
5.3.1 Overview of functions

The functions in the Transport Layer are those necessary to
bridge the gap between the services available fromthe Network
Layer and those to be offered to the TS-users.

The functions in the Transport Layer are concerned wth the
enhancenent of quality of service, including aspects of cost
optinization.

These functions are grouped below into those used at all tines
during a transport connection and those concerned with connection
establishment, data transfer and rel ease.

NOTE - This International Standard does not include the follow ng
functions which are under consideration for inclusion in future
editions of this standard:

a) encryption;
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b) accounting nechani sns;

c) status exchanges and nonitoring of QCS;
d) bl ocki ng;

e) tenporary release of network connections;

f) alternative checksum al gorithm

5.3.1.1 Functions used at all tines

The follow ng functions, depending upon the selected class and
options, are used at all tinmes during a transport connection

a) transm ssion of TPDUs (see 6.2 and 6.9);

b) nmultiplexing and denultiplexing (see 6.15), a function
used to share a single network connection between two or
nore transport connections;

c) error detection (see 6.10, 6.13 and 6.17), a function used
to detect the loss, corruption, duplication, msordering
or msdelivery of TPDUs;

d) error recovery (see 6.12, 6.14, 6.18, 6.19, 6.20, 6.21 and
6.22), a function used to recover from detected and
signalled errors

5.3.1.2 Connection Establishnment

The purpose of connection establishment is to establish a
transport connecti on between two TS-users. The follow ng
functions of the transport layer during this phase nmust match the
TS-users’ requested quality of service with the services offered
by the network | ayer:
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a) select network service which best natches the requirenent
of the TS-user taking into account charges for various
services (see 6.5);

b) decide whether to multiplex multiple transport connections
onto a single network connection (see 6.5);

c) establish the opti num TPDU size (see 6.5);

d) select the functions that wll be operational upon
entering the data transfer phase (see 6.5);

e) nap transport addresses onto network addresses;

f) provide a nmeans to distinguish between two different
transport connections (see 6.5);

g) transport of TS-user data (see 6.5).

5.3.1.3 Data Transfer

The purpose of data transfer is to permt duplex transn ssion of
TSDUs between the two TS-users connected by the transport
connecti on. This purpose is achieved by neans of two-way
si mul t aneous comuni cation and by the follow ng functions, sone
of which are used or not used in accordance with the result of
the selection performed in connection establishnent:

a) concatenation and separation (see 6.4), a function used to
collect several TPDUs into a single NSDU at the sending
transport entity and to separate the TPDUs at t he
receiving transport entity;

b) segnenting and reassenbling (see 6.3), a function used to
segment a single data TSDU into nmultiple TPDUs at the
sendi ng transport entity and to reassenble theminto their
original format at the receiving transport entity;
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c) splitting and reconbining (see 6.23), a function allow ng
t he sinultaneous use of two or nore network connections to
support the sane transport connection

d) flow control (see 6.16), a function used to regulate the
flow of TPDUs between two transport entities on one
transport connection

e) transport connection identification, a nmeans to uniquely
identify a transport connection between the pair of
transport entities supporting the connection during the
lifetime of the transport connection

f) expedited data (see 6.11), a function used to bypass the
flow control of normal data TPDU. Expedited data TPDU
flowis controlled by separate flow control

g) TSDU delimting (see 6.3), a function